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The pandemic has brought with it a surge of cyber incidents and threats. As remote workers 
access and share more online resources and businesses continue to store an increasing volume 
of sensitive data on the internet, the threat domain has expanded. Cyberattacks in the form of 
data theft, ransomware, and more have the potential to bring the operations of any organiza-
tion to a halt. This raises an important question: How long can we afford to ignore the need to 
raise our cyber awareness? 

Considering how vulnerable people can be in these circumstances, it falls on each of us to be 
aware of the threat landscape and to safeguard our sensitive data and business assets. 
Ensuring safe cyber practices is no longer just under the purview of IT personnel. A substantial 
cyber incident can stem from the simple act of clicking a link, whether it is in an email or text 
message, or on a webpage. Training employees in cybersecurity and keeping them updated with 
the latest industry trends, insights, and practices is a significant step in the right direction. 

Empower yourself with knowledge and contribute to making cyberspace secure. The September 
edition of the Cyber Brief offers some critical insights, videos, and infographics for combating 
cyberthreats. We hope you find these resources valuable, informative, and thought-provoking. 
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“In 2021, we have witnessed a series of high-profile cyber incidents 
making headlines. As firms adapt to the new realities of remote work 

ushered in by the COVID-19 pandemic, threats have grown in scope, allowing 
sophisticated exploits and new vulnerabilities to slip in. Consequently, 

the lack of robust pre-emptive defenses could cost millions. All businesses, 
large and small, must evaluate their security strategies and strengthen 

their defenses against cyberattacks. Cybersecurity awareness and training 
are critical for protecting sensitive data.” 
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- Jay Bavisi, President & CEO of the EC-Council Group
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